**电脑网络安全注意事项**

1. 保证电脑安装一款安全杀毒软件，例如360安全卫士，定期进行电脑清理、木马查杀、（建议每月至少一次电脑全盘查杀，杀毒软件安装一款即可，不要混装多个。）
2. 不在来路不明的网站上下载安装软件（日常常用的软件在360软件管家里面都能下载到），不得不在其他网站上下载的软件，下载后可先用360检测，检测没有问题再打开安装，安装软件时排除安装捆绑的垃圾软件。若检查有问题，可直接删除。
3. 来历不明的邮件中的链接和附件尽量不要打开，可直接删除邮件。除非能确信附件来源可靠并且你知道是什么内容的情况下才可以打开附件。另外，关于病毒附件的格式有很多种，常见的可执行文件格式：.cmd/.exe/.bat/.vbs/.htm/.log/.inf等等，还有一些在.doc/.xls文件内置的宏病毒。直接通过格式很难确切判断，最安全的方式还是对应来历不明的邮件（特别是有附件的）直接删除。
4. QQ收到陌生人发来的文件或者链接不要下载或者打开。已下载的文件可以使用360进行检测，提示有问题直接删除。QQ群文件要慎重下载，特别是.htm/.exe/.vbs等格式的文件最好不要点击下载；
5. 不随意浏览不明网站或不健康网站，浏览网站需要下载安装插件时，要先确认网站和插件安全后，再下载安装；
6. 在网页上登录个人账户密码时要先确认网址正确性（排除钓鱼网站）；不随意在网站或其他地方填写个人信息、公司信息。
7. 手机、笔记本不随便连接陌生wifi，尽量不在陌生电脑（或者公共电脑）登录个人QQ、邮箱等账户信息。
8. 建议电脑设置开机密码，离开电脑随时锁定电脑；
9. 禁止让陌生人连接公司网络，不随便向陌生人透露涉及公司信息安全的任何信息；
10. 建议定期更改公司邮箱账户密码；涉及公司信息的文挡要妥善保管或及时销毁，不要随意丢弃；
11. 公司相关的账户，建议及时修改初始密码。不要相互泄漏公司相关账户密码。